



















































































































































































































































































































































































	Summary.
	Applicability.
	Suggested Improvements.
	Table of Contents.
	Chapter 1.  General Provisions.
	  1-1.  Purpose.
	  1-2.  Referenced Publications.
	  1-3.  Referenced Forms.
	  1-4.  Definitions.
	Chapter 2.  Program Management.
	  Section I.  General.
	    2-1.  General.
	  Section II.  Responsibilities.
	    2-2.  Security Division.
	    2-3.  Civilian Personnel Advisory Center (CPAC).
	    2-4.  Commander.
	    2-5.  S2/Security Managers.
	    2-6.  Immediate Commanders/Supervisors.
	    2-7.  Individuals.
	    2-8.  Co-Workers.
	    2-9.  Inspections.
	    2-10.  Advice and Assistance Visits.
	Chapter 3.  General Policy.
	  3-1.  Appointment of Security Manager.
	  3-2.  Supplemental Personnel Security Standing Operating Procedures (SOP).
	  3-3.  Routing of Personnel Security Actions.
	  3-4.  Limit Investigations and Security Clearances.
	  3-5.  Cancellations.
	  3-6.  Suspense Dates.
	  3-7.  Local Records Check (LRC).
	  3-8.  Central Clearance Facility (CCF) Telephone Terminal.
	  3-9.  Citizenship.
	  3-10.  Designated Countries.
	  3-11.  Supplemental Questionnaires.
	  3-12.  Social Security Numbers Transmitted Over the Intranet.
	Chapter 4.  Designation of Sensitive Positions.
	  Section I.  General.
	    4-1.  General.
	  Section II.  Civilian Positions.
	    4-2.  Criteria for Security Designation of Positions.
	    4-3.  Authority to Designate Sensitive Positions.
	    4-4.  Procedures for Obtaining Sensitivity Approval.
	    4-5.  Position Sensitivity Roster.
	    4-6.  Investigative Requirements.
	    4-7.  Procedures for Filling a Position.
	  Section III.  Military Positions.
	    4-8.  Personnel Security Requirements.
	Chapter 5.  Requesting Personnel Security Investigations.
	  Section I.  General.
	    5-1.  Security Clearance Categories.
	    5-2.  Execution of the Investigation.
	  Section II.  Types of Investigation and Forms Required.
	    5-3.  Entrance National Agency Check (ENTAC)/National Agency Check (NAC).
	    5-4.  National Agency Check (NAC).
	    5-5.  National Agency Check, Local Agency Checks, and Credit Check (NACLC).
	    5-6.  SECRET Periodic Reinvestigation (SECRET/PR).
	    5-7.  National Agency Check with Written Inquiries (NACI).
	    5-8.  Access National Agency with Written Inquiries (ANACI).
	    5-9.  Single Scope Background Investigation (SSBI).
	    5-10.  Periodic Reinvestigations (PRs).
	    5-11.  Failure or Refusal to Complete a SECRET/PR or PR.
	    5-12.  Fingerprinting.
	    5-13.  Civilian Investigations versus Military Investigations.
	    5-14.  Military Occupational Specialties (MOS) and Occupational Skills.
	Chapter 6.  Requesting Security Clearance and Granting Access.
	  Section I.  Requesting Security Clearance.
	    6-1.  Granting Authority.
	    6-2.  Limitations.
	    6-3.  Limited Access Authorizations (LAA).
	    6-4.  Interim Security Clearances.
	    6-5.  Personnel Security Actions for Reassignment.
	    6-6.  Promotions Based on Rank/MOS.
	    6-7.  Officers Security Requirement.
	    6-8.  Accepting a Validated Clearance.
	    6-9.  Access Authorization/Documentation of Security Clearance Using FK Form 1378.
	    6-10.  Security Access Roster (SAR).
	    6-11.  Verification of Security Clearance/Access Authorization for TDY Personnel.
	    6-12.  Visit Requests.
	Chapter 6.  Special Access Programs.
	  Section I.  Sensitive Compartmented Information (SCI).
	    7-1.  General.
	    7-2.  SCI Access.
	    7-3.  Investigative Requirement.
	    7-4.  Nomination Procedures.
	    7-5.  Transfer-In-Status.
	    7-6.  Indoctrination.
	    7-7.  Debriefing.
	    7-8.  Termination of Access.
	  Section II.  Nuclear Weapons Personnel Reliability Program (PRP).
	    7-9.  Governing Regulation.
	    7-10.  Investigative Requirements.
	    7-11.  Supplemental Guidance.
	  Section III.  Chemical Surety.
	    7-12.  Governing Regulations.
	    7-13.  Investigative Requirements.
	  Section IV.  Information Systems Security.
	    7-14.  Governing Regulations.
	    7-15.  Investigative Requirements.
	    7-16.  Network Access and Security Clearance Suspension/Denial/Revocation.
	  Section V.  Access to North Atlantic Treaty Organization (NATO) Classified Information.
	    7-17.  Governing Regulations.
	    7-18.  Investigative Requirements.
	  Section VI.  Critical Nuclear Weapons Design Information (CNWDI).
	    7-19.  Governing Regulation.
	    7-20.  Briefing and Debriefing.
	  Section VII.  Special Access Program (SAP).
	    7-21.  Governing Regulations.
	Chapter 8.  Unfavorable Administrative Actions.
	  Section I.  Reporting of Unfavorable Information.
	    8-1.  Regulatory Requirements.
	    8-2.  Primary Responsibility.
	    8-3.  Definition.
	    8-4.  Sources.
	    8-5.  Reporting Procedures.
	    8-6.  Alcohol Incident.
	    8-7.  Misuse of Government Travel Card.
	    8-8.  Misuse of Government Computer.
	    8-9.  Unauthorized Absence or Suicide.
	    8-10.  Release of Information.
	    8-11.  Security Manager Responsibility.
	  Section II.  Suspension of Access.
	    8-12.  Governing Regulation.
	    8-13.  Purpose of Suspension of Access.
	    8-14.  Formal/Informal Suspension.
	    8-15.  Guidance Upon Suspension of Access.
	  Section III.  Unfavorable Administrative Action Procedures.
	    8-16.  Governing Regulation.
	    8-17.  Letters of Intent.
	    8-18.  Appeals and Reconsiderations.
	    8-19.  Security Manager's Responsibility.
	    8-20.  Involuntary Separation.
	Chapter 9.  Continuing Security Responsibilities.
	  Section I.  Responsibilities.
	    9-1.  Evaluating Continued Security Eligibility.
	    9-2.  Standards of Conduct.
	    9-3.  Commanders/Supervisors should take the following actions:
	  Section II.  Security Education.
	    9-4.  Security Education Briefing.
	    9-5.  Nondisclosure Agreement (NDA).
	    9-6.  Foreign Travel.
	    9-7.  Termination Briefing.
	    9-8.  Change in Status of Individual.
	Chapter 10.  Safeguarding Personnel Security Investigative Records.
	  10-1.  General.
	  10-2.  Safeguarding the Information.
	  10-3.  Requesting/Reviewing Investigative Dossiers.
	  10-4.  Requesting Information Under Freedom of Information.
	  10-5.  Disposition of Other Personnel Security Actions.
	Appendix B.  Items to Include in Supplemental Personnel Security Standing Operating Procedures (SOP)
	Appendix C.  MOS Listing.
	Appendix D.  Fort Knox Form 1947 (Local Files Check).
	Appendix E.  Acceptable Documents for Proof of U.S. Citizenship.
	Appendix F.  Standard Subject Interview Worksheet
	Appendix G.  Designation of Sensitive Positions.
	  G-1.  Criteria of Position Sensitivity Designation.
	  G-2.  Criteria for IT Positions and Application.
	  G-3.  Detailed Instructions for Completing SF 52-B (sample form on page G-6).
	  G-4.  Investigative Requirements.
	Appendix H.  Request for Exception to Policy to Hire.
	Appendix I.  Joint Personnel Adjudication System (JPAS) Instructions.
	  I-2.  Computer Requirement.
	  I-3.  Internet Site.
	  I-4.  Getting Started.
	  I-5.  Select Person.
	  I-6.  Actions Required on Each Individual.
	  I-7.  Person Summary.
	  I-8.  PSQ Sent.
	  I-9.  Non-SCI Access History.
	  I-10.  Request to Research/Recertify Upgrade Eligibility.
	  I-11.  Accesses.
	  I-12.  Indoctrinate Non-SCI.
	  I-13.  PSP.
	  I-14.  Debrief.
	  I-15.  Grant Interim.
	  I-16.  Person Category Information.
	  I-17.  In-process.
	  I-18.  Out-process.
	  I-19.  Civilian Employee/Active Duty ARmy.
	  I-20.  Report Incident.
	  I-21.  Submit Investigation.
	  I-22.  Create/Modify Visit.
	  I-23.  Investigation Summary.
	  I-24.  Adjudication Summary.
	  I-25.  External Interfaces.
	  I-26.  PSM Net.
	  I-27.  Adding An Individual to JPAS.
	  I-28.  JPAS Access.
	  I-29.  FUTURE.
	Appendix J.  Subject's e-QIP Quick Reference.
	  J-1.  Starting the SF 86.
	  J-2.  Working Copy SF 86.
	  J-3.  e-QIP Website.
	  J-4.  Three Golden Questions.
	  J-5.  Correct Answers.
	  J-6.  Do not Use the Forward or Back Button.
	  J-7.  Country.
	  J-8.  References.
	  J-9.  Charter References.
	  J-10.  ZIP Codes.
	  J-11.  Selective Service Number.
	  J-12.  Validation.
	  J-13.  Certify.
	  J-14.  Release Request/Transmit to Agency.
	Appendix K.  Electronic Questionnaires for Investigations Processing (e-QIP).
	  K-1.  Security Manager's e-QIP Quick Reference.
	  K-2.  e-QIP/JPAS Work-Arounds.
	  K-3.  How to Add a Record.
	Appendix L.  Fingerprint.
	Appendix M.  DA Form 5247-R, Request for Security Determination.
	Appendix N.  Instructions for Completion of FK Form 1378.
	Appendix O.  Security Access Roster.
	Appendix P.  Nomination for Access to Sensitive Compartmented Information (SCI).
	Appendix Q.  Examples of Reportable Information (AR 380-67, appendix I)
	Appendix R.  DA Form 5248-R, Report of Unfavorable Information for Security Determination.
	Appendix S.  Suspension of Access to Classified Information.
	Appendix T.  Rebuttal Guidelines.
	Appendix U.  Initial Security Briefing.
	Appendix V.  DA Form 2962, Security Termination Statement.



